**Literature Review (Long Version)**

1. This paper proposes a novel middlebox technique – SlimBox which uses searchable encryption technique. It is based on OXT scheme where inverted searching is performed on k-gram strings to match the rules against the network traffic. The SlimBox takes encrypted rule set and encrypted traffic as input and outputs encrypted action that has to be taken. The main advantage of this work is that it consumes less bandwidth and it is efficient is detecting malicious traffic.
2. This work proposes a novel homomorphic encryption framework based on Conjugacy Search Problem over non-abelian rings for addition, subtraction, multiplication, division and comparison operation. Developed Logistic Regression, SVM, Decision Tree and Random Forest Algorithm for classification using ciphertexts. The analysis shows that the proposed work is efficient for performing operations and using them in Machine Learning models.
3. This survey paper gives a brief introduction about homomorphic encryption and its latest advances. The author also gives the state of art in the field of Machine Learning applied on homomorphically encrypted data, application of Homomorphic encryption and libraries developed which implements homomorphic encryption such as SEAL, HELib etc. The author suggests that bootstrapping techniques should be improves and concludes that there is a lot of potential in FHE and MLaaS.
4. Used Pallier crypto system to encrypt and decrypt data homomorphically. Took sales data, trained Single variable Linear Regression using encrypted data, predicted the sales and the results were validated. This paper acts as a proof of concept that Machine Learning algorithms can be applied on homomorphically encrypted data.
5. Comparison paper
6. CryptoNet
7. Homomorphic Encryption for Machine Learning in Medicine and Bioinformatics
8. Private Machine Learning Classification Based on Fully Homomorphic Encryption
9. A method which incorporates federated learning and homorphic encryption where each organization trains the data locally using Isolation Forest Algorithm to detect outlier (i.e. anomalies) and shares partial information which is encrypted homomorphically based on which a collective decision is taken to detect anomalies by the central server.
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